Error! No text of specified style in document.
2
Error! No text of specified style in document.

3GPP TSG-SA5 Meeting #154 	S5-241277
Changsa, China, 15 April - 19 April 2024

Source:	Samsung	
Title:	TDD Interference
Document for:	Approval
[bookmark: _GoBack]Agenda Item:	6.19.2
1	Decision/action requested
In this box give a very clear / short /concise statement of what is wanted.
2	References
None
3	Rationale
This provides the new use case of MDAS.

4	Detailed proposal

	First Change



[bookmark: clause4][bookmark: _Toc158014944]5. 			Use Cases
5.1			Use case ATDD interference mitigation
5.1.1		Description
In telecommunication network, including edge network, a user equipment and a base station achieves concurrent reception and transmission using different resources for downlink and uplink. Unlike Frequency Division Duplex (FDD), where downlink and uplink frequency bands uses different frequencies, Time Division Duplex (TDD) utilize same bandwidth for both downlink and uplink transmissions. TDD networks deploys different time slots for downlink and uplink to achieve simultaneous reception and transmission. This procedure often results in cross-link interference as the base stations interfere with each other in same frequency band as they receive and transmit. Although when compared to FDD networks, TDD networks offers flexible ratio between downlink and uplink, it introduces cross-link interference challenges. Typically, cross-link interference can decrease user throughput, when interference from transmitting base station is significantly larger than the received uplink from a user in another base station.
Telecom operators ensures that TDD systems are usually time synchronized and aligned such that all cells transmit and receive at the same time to avoid such interference. This is termed as synchronization and usually done across cells by sharing a phase reference, common clock and the same frame structure. However, in reconfigurable TDD systems, traffic demands may change the TDD configuration on per cell basis. Hence, two neighboring base stations shall deploy different resource allocations for downlink and uplink as per traffic conditions resulting in cross-link interference. In such a situation, the base station transmitting on the downlink herein referred as an aggressor base station impacts a second base station that is receiving transmissions from a UE in the uplink here in referred as victim base station.
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Figure 1: ADI with Aggressor and Victim Base Station

Typically, the downlink carries higher transmission power than the uplink; hence, the impact of interference on victim base station can be severe. In telecommunications, a guard period protects the distinct transmission such that they do not interfere with one another when switching from downlink to uplink. Despite application of guard period, under certain atmospheric conditions, uplink reception still susceptible to downlink transmission that are travelling large distance. A natural phenomenon called Atmospheric Ducting Interference (ADI), by which layering of the air may form a waveguide in the troposphere results in downlink transmission carried to a larger distance. Radio signals from aggressor once enters the duct can travel hundreds of kilometers with almost zero propagation losses, and hence cause significant interference on one or multiple victim base stations as depicted in Figure 1.
To ensure robust and reliable deployments, it is required for operator to proactively forecast cross-link interference and mitigate the impact of interference on victim base stations. MDAS analytics can be used to proactively predict the aggressor node and mitigate the interference ahead of time giving operators ample time to apply mitigation schemes.

5.1.2		Potential Requirements
1. It should be possible for MDA analytics to predict the Aggressor node in case of TDD interference issue.
2. It should be possible for MDA analytics to recommend mitigation actions in order to resolve TDD interference.
5.1.2		Potential Solutions
5.1.2.1 	Solution-x
5.1.2.2	Solution-y
5.1.3			Evaluation of solutions
5.1			Use case B
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